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Ocops, your important files are encrypted.

If you see this text, then your files are no longer acc ible, because the
have been encrypted. Perhaps you are busy looking for a way to recover your

files, but don’t waste your timMe. Nobody can recover your files without our
decryption service.

We guarantee that you can recover all your files safely and easily. All you
need to do is submit the payment and purchase the decryption key.

Please follow the instructions:
Send $388 worth of Bitcoin to following address:
IMz7153HMuxXTuR2R1t78mMGSdzaAtNbBUX
Send your Bitcoin wallet ID and personal installation key to e-mail
wowsmithi23456@posteo. net. Your personal installation key:
741 296-2Nx1GM—yHORUr-S8gaN6-8Bs1td-U2DRui-2ZpKJE-kKEGEsSN-08t izU-gUelMa

If you already purchased your key, please enter it belou.
Key:
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The industrial internet

is here to stay.
connecting by 2020

Security

in frequency,
sophistication and impact

The only way to
is an automated end-to-end approach
and highly skilled professionals. RQES
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Industrie 4.0, Industrial Internet,
Smart Manufacturing indicate the

level of

Legacy and Smarter Devices are

being connected to

Smarter production will allow

’

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 4
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Connectivity & sensing Advanced analytics Robotics & Automation Process digitization

Massive influx of
data & connectivity
of systems

90%

Data in the world
today has been
created in the last
two years

Use of greater portion Automation (or semi- Mobile tools for field-

of data via Advanced automation) of major force and manage-
Analytics and portions of value chain ment support
machine learning

1075 50% 250k X
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More computer Reduction in cost of More RAM in iPhone 5 :3|E
operations robots since 1990 vs than '
per second than since  80% increase in US inthe Apollo 11 Les =
the 1960s labour costs computer B

Source: McKinsey & Co, 2017



Every Company is.a digital co
5G and loT aresgame change

N

Publ\c s?fety A

— Everything
: - connected
Utilities

-

The potential of 14.0

10-40% reduction of 3-5% increase of

20-50% reduction in

Time to Y 30-50%

(i reduction of
Up to 85% Supplyidemand total

increase of match

45-55% increase

10-20% reduction of o

20-50% reduction of

© 3IF.be — LSEC, 2017, Public — Closed User Group Distribution, p 8 Source : German Innovation Center for 14.0, 2017
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loT... manufacturing to lead, logistics early adopter

Top Industries With Investments In 1oT Solutions

Manufacturing RN I
Transportation And Warehousing | I I
Information I
Wholesale Trade NI |
Health Care And Social Assistance NN IR 2014E
m 2015E
Retail Trade I ]
W 2016E
Finance and Insurance [N | 2017E
Utilities I | ] m 2018E
Mining NI 2019
Real Estate And Rental And Leasing I [
Construction [N
Professional, Scientific, And Technical Services [l I
Billions '?iF
S $40 $80 $120 $160 ooy s
© Leaders in Security — LSEC — 3IF.be, 2017, Public— Closed User Group Distribution, p 9 Source: Bl Intelligence, 2015 LQ s E c

The next big thing for D&E?

I THE INDUSTRIAL 10T (1I0T) STACK:

W 125+ STARTUPS BRINGING DIGITIZATION TO HEAVY INDUSTRY 1. Sensors & Connectivity 4. App|ied Sensor Networks
o 1. Connectivity 4. Fleet
2. Sensors & Monitoring 5. Oil & Gas
3. M2M/ Satellite 6. Agriculture
2. Edge Devices & Connected Objects 7. Smart Grid
1. Inspection Drones 8. Factory
3D Printing 9. Warehouse
3. Industrial AR/VR 5. Advanced Analytics, Edge Intelli;
4. Wearables 1. Al, ML, Predictive Analytics
5. Robotics & Exo

2. Cybersecurity
3. Universal Platforms & Edge Intelligence

1. Universal Platforms
2. Fog & Edge Computing

| o

W CBINSIGHTS
© 3IF.be — LSEC, 2017, Public — Closed User Group Distribution, p 10 Source: CB Insights 2017 LG SEC
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29 billion devices — 29 billion sources of potential
threat

\\\

Connected devices (billions)
30 2016 2022 CAGR

25 area loT
Short-range loT

| PC/laptop/tablet

o IR

E Mobile phones

& & 3
]
L

I
1
B |
L

2014 2015 2016 2017 2018 2019 2020 2021 2022 16 29 10%
billion  billion

Source: Ericsson Mobility Report, Nov 2016
Commercial in confidence | © Ericsson AB 2016 | 2016-12-30 | Page 11

But Key Experiences from |oT in the Home ...

B v
h"%‘ b Case Study of Some Common Home loTs

- - DivQtar Nisital __ SharxSecurity |
~ 8 14.67993900¢ 10.42.0.44 46.252.157.130 45962 21FTP 74 Request: TYPE 1
9 14.82073600€ 46.252.157.130 10.42.0.44 21 45962 FTP 96 Response: 200 TYPE is now 8-bit binary
1 1|10 14.82166000€ 16.42.6.44 46.252.157.130 45962 21 TCP 66 45962-21 [ACK] Seq=17 Ack=88 Win=8286 Len=8 TSval=1256532 TSe
& |11 14.82320700¢ 16.42.0. 44 46.252.157.130 45962 21FTP 72 Request: PASV
] 12 14.95763800€ 46.252.157.130 10.42.0.44 21 45962 FTP 117 Response: 227 Entering Passive Mode (46,252,157,136,124,42)

16 15.69326200€ 10. 46.252.157.
17 15.89602100€ 1. 46.252.157
18 15.23054000€ 46.252.157.130 10.42.6.44 21 45962 FTP

19 15.23179300€ 16.42.0.44 46.252.157.130 45962 21 TcP
20 15.23315800€ 10.42 46.252.157.130 60649 31786 FTP-DATA
21 15.23354400€ 10.42.0. 46.252.157.130 60649 31786 FTP-DATA
22 15.23388500€ 10.42.0. 46.252.157.130 66649 31786 FTP-DATA
23 15.37148300€ 46.252.157.130 10.42.0.44 31786 60649 TCP 66 3178660649 [ACK] Seq=1 Ack=1375 Win=17280 Len=0 TSval=258450
24 15.37192200€ 46.252.157.130 10.42.0.44 31786 60649 TCP 66, Ack=2749 Win=20096 Len=0 TSval=258450
25 15.37246900€ 10.42.0.44 46.252.157.130 60649 31786 FTP-DATA 1440)FTP Data: 1374 bytes
26 15.37255700€ 10.42.0.44 46.252.157.130 60649 31786 FTP-DATA  1440]FTP Data: 1374 bytes
i = = (rFassive vionior)

rine ) /

Belkin WeMo 7y

Switch f

Niait Ubi Smart
eS| Speaker
Source: Princeton University, 2016
= Thermostat 4
——
© Leaders in Security — LSEC — 3IF.be, 2017, Public— Closed User Group Distribution, p 12 Source: Bl Intelligence, 2015 LB s E c



12-10-2017

... learn that loT Devices are a Cyber Target!
IoT design, attacks in a nutshell

Gateway

© Leaders in Security — LSEC — 3IF.be, 2017, Public— Closed User Group Distribution, p 13

Top 5 loT attack vectors

s, JTAG, UART...

le-solderin:

Hardware
Hacking

Embedded
0s
(exploitation)

-attacks

Channel
Hacking
{com protoenis)

Secure Boot

bercrime, ThingBots, malwa

© Leaders in Security — LSEC — 3IF.be, 2017, Public— Closed User Group Distribution, p 14
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Source: LSEC loT Security 2015, PWC
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se Engineering
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LeSEC

Source : LSEC loT Security, 2015, PWC
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eral botnet a DDoS nlghtmafe_
turning Internet of Things ¥
into Botnet of things 5

LS

Source : https://www.hackread.com/mirai-botnet-linked-to-dyn-dns-ddos-attacks/

LeSELC

Scaling Up Security Incidents

-

S

508 is the average 390,000 new malicious 37% of US companies
number of applications programs every day with face 50,000+ alerts
in an enterprise a viable ecosystem per month

Source : LSEC CTI 2017, Cyberreason I_@ S E C
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An Organizational Change is Needed

P],b'ﬂ
Qe
&
<&
Petppns Petppn
Information Technology (IT) Operational Technology (OT)
Iindusirial intemet
CONSORTIUM
© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 17 Source: IIC - Industrial Internet Consortium, 2016 LQ 5 E c
LSEC — European Cyber Security Catalyst L®*SLCC

European Network of Security Professionals, Research and Industry

LSEC is an international IT - & Information Security cluster, a not for profit organization that i5abol_ gusen [ [N oo 1 55, w0
promotes Information Security and the expertise in Europe. Founded by KU Leuven, supported e C [p—"— N K]
by European and Flemish Communities and leading a PAN European Private partnership that Em v 49 [P e THALES
interacts with Public Institutions, LSEC connects security experts, research institutes and

universities, government agencies, end users, funding bodies and technical experts and is a

.
¥ cmacLe pwe W sy

1 ARCA Poas ViDL g ——

€A SOPHOS bwsw  EMC reqty g Check Poind il

catalyst in cyber security innovations. LSEC activities aim to raise cyber security awareness, ) ) A~
support innovation and improve the competitiveness of the IT- Security market. e e
Unite stakeholders, stimulate collaboration, enable high tech

entrepreneurship o\

LSEC provides an international platform that unites security stakeholders, stimulates "‘-«~va " e
collaboration and enables high tech entrepreneurship. This will help researchers understand Eb‘:m /4 r—
industry needs, help Industry access the IT security research that they need, and help ensure that csa . o M E.
fundamental research is translated to sustainable solutions. bl Y 'fm;;‘

wno @wma
© Leaders in Security — LSEC, 2017, Private & Confidential — Closed User Group Distribution — Do Not Distribute i
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LSEC — European Cyber Security Catalyst L*SLCC

Bring together the IT Security Expertise in Europe

With a broad membership base of over 265+ security specialized organizations, and more
than 8.000 individual Information security professionals, LSEC accesses over 25.000 security
stakeholders on a regular basis. With operations in the Netherlands, Belgium, Luxembourg
and the UK, LSEC leads a PAN European Partnership with other security clusters that interacts
with private partners, policy makers and public administration.

Strategic partner to FHI

LSEC has a strategic partnership with other European Cyber Security Clusters and Industry
Associations. We’ve teamed up with FHI & D&E, because of joint interests and experience
sharing, providing a channel for collaboration and joint developments.

) Leaders in Security — LSEC, 2017, Private & Confidential - Closed User Group Distribution — Do Not Distribute 19

\
LSEC Activities :

1. By Members for Members :
Experience Sharing - Conferences, Seminars, Workshops, Education, Training

LSEC Data Protection
Ger Data Prot Regulation

eaders in Security — LSEC, 2017, Private & Confidential — Closed User Group Distribution — Do Not Distribute 20
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LSEC Activities :

2. Cyber Security Threat Intelligence Sharing Platforn

1
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LSEC Activities :

3. Industrial Collaborations

TAKEDOWN T e 40 et o st 7P
L= lse L eaea)
Are You..? f

Manufacturer, Industrial Processor or Technology Provider
Small & Medium Sized L
Going Smart, Digital and Connected

L*sEC o /

IPACSO Innovation Awards

ﬁ:

White Paper =

Security in

e CONNECTED

£ £ £ 7 e e

SECONOMAY STAVEHOLDERS

© Leaders in Security - LSEC, 2017, Private & Confidential - Closed User Group Distribution — Do Not Distribute 20
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|
LSEC European Market Platform : Clusters going digital

EXPLORE THE CYBERSECURITY ECOSYSTEM Q

# cLusTER wasKERS @ endian
© Kemstcniy
Viare

S5 sasec

O Leaders in Security — LSEC, 2017, Private & Confidential - Closed User Group Distribution — Do Not Distribute

23

TN -
((eLoBALc

CENTRE i ol .

FOR SECURE c : Carleton
INFORMATION UNIVERSITY
TECHNOLOGIES

cybefspark anada’s Capital University

Canadian H S D )
LRI I The Kosciuszo INsTiTute
— “The Hague Security Delta —

é" - M (Camaras LO®SLEC

COSTA RICA exfaat"fk Fundacion INCYDE LEADERS IN SECURITY

cyeeRTECH  RRMEEN  MeSUrrey

TOUR NETWORK BEXPANOER RESEARCH & TECHNOLOGY PARK.

https://globalepic.org
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3IF.be — Industrie 4.0 in Flanders

1. Stimulate (economic) developments of industrial
internet, industrie 4.0 and lloT in Flanders, and support
the viability of the Industry

2. Inform manufacturers and suppliers on use cases and
technological developments to fully benefit of the
technological opportunities ahead

3. Support the digital transformation with information
sessions, workshops, trainings and advisory services

4. Connect suppliers with users of technology

5. ldentify and Create 14.0 ecosystems, with Flemish
technology providers

6. Support industry initiatives with digital, technology and
best practice expertise and experiences

7. Fieldlab Predictive Maintenance and Industrial Data
System

© 3IF.be — LSEC, 2017, Public — Closed User Group Distribution, p 25

e
— E
Digital Factories and Industrial

Industrial Internet require

Collecting Data and Providing
Insights into Factory Operations and

Security Incidents

Machine Learning and Highly
Skilled Cyber Security Experts drive

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 26 LO S I - C
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Security as a business process

Agile and responsive
security process

TP

Ongoing risk based
evaluation of exposure

Business context related
remedial actions

Comprehensive and
Continuous Assessment

~a

=

Reduce risk by assessing
vulnerabilities & threats

Robust
Defense

M
!

Protect crucial assets and defend
known vulnerabilities

12-10-2017

Proactive
Detection

B

Detect threats
that matter faster

Agile
Response

=

Proactively respond to breaches
quickly & effectively

Smart & Secure Devices : Opportunities & Challenges

End to End: 2

A holistic security
perspective focusing on
the whole chain of
events, product lifecycle,
organization,

components, systems
and network, both
business and operational
view. Master edges,
hardware identity and
privacy controls.

Chain:of Trust including suppliers,

partners, and defining a process involving
people and checks and balances driving

innovation and change.

(A b |
Engage cyber

security professionals
with experience in OT or
hire talent with the
expertise

Source : LSEC, 3IF.be, 1IC, GE Wurldtech, 2016

= |

A =—
Isolation of

processes, containers,
using virtual and
physical isolation

LS EC

14
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o CONNECTED

Structured Glossary — Cybersecurity - highlights

Secure
by
design

Secure
through
life

Supported by the European Commission through the Factories of the Future PPP (Grant Agreement Number 723777)

o,

LY

Factories of the Furure

» CONNECTED

Structure Glossary — Cybersecurity - highlights

1) secure your environment
a. Restrict Internet Access
b. Segregate critical systems from general IT environment
c. Reduce attack surface and vulnerabilities
d. Physically secure the environment
2) know and limit access
a. Prevent compromise of credentials
b. Manage identities and segregate privileges
3) detect and respond
a. Detect anomalous activity to system or transaction
records
b. Plan for incident response and information sharing

3
Objectives

Supported by the European Commission through the Factories of the Future PPP (Grant Agreement Number 723777)

15
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IIC Security Framework : security reference model

Components Builders System Builders Operational User
INDUSTRY REGULATORY
STANDARDS REQUIREMENTS

SYSTEM
OPERATIONAL
REQUIREMENTS

SPECIFY o COMPONENT SPECIFY
COMPONENT REQUIREMENTS SYSTEM

REQUIREMENTS REQUIREMENTS

(4] DEPLOY

INTEGRATED SYSTEM " OPERATIONAL
% SYSTEM 4 CAPABILITIES ) SYSTEM

TRUST in Component 0 TRUST in System e

Trust flows down from the owner/operator to all parts of the
lloT system, but trust must be enabled from the bottom up.

" COMPONENT CAPABILITIES

(3) DELIVER ASSURANCER)
COMPONENT
)

Iindusirial infemet
CONSORTIUM

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 31 Source: IIC - Industrial Internet Consortium, Le 5 E c
2016 series v dbcen

Applying Security on the 3-tier architecture

Secure Implementations SR O
End-to-end security: To achieve end-to-end i B ke R AU T
security in an 1IS, its implementation must N [P NN

provide: o
* protected device-to-device communications, I ' Secure Endpoints
* confidentiality and privacy of the data . -
collected, ' Pickosod l
* remote security management and monitoring, | 5
¢ simultaneously addressing both existing ' Legacy Endpolints ' Legacy Protocols protected by
technologies as well as new technologies,and "= *=*="*=* "="* =" S SRR,
* seamlessly spanning both information
technology (IT) and operational technology
(oT)
* subsystems and processes without interfering
with operational business processes.
L°SEC

© Leaders in Security , LSEC - 3IF, 2017, Public - Closed User Group Distribution, p 32 Source: IIC, 2016
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[IC lloT Security Reference Architecture Components

* Future:
* Decentralized Management
* Edge Autonomy

* Container Isolation » Software Defined World

* Virtual Isolation * Hardware Identity (PUF)

* Privacy Controls: Homomorphic
Encryption

* Quantum Computing

* Fog Computing, Blockchain

* Security Isolation Models
* Process Isolation

* Physical Isolation

PROCESS ISOLATION CONTAINER ISOLATION VIRTUAL ISOLATION PHYSICAL ISOLATION

12-10-2017

© Leaders in Security , LSEC - 3IF, 2017, Public — Closed User Group Distribution, p 33 Source: IIC, 2016 LO S E E
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Some things about Standards : there’s a couple of them
o Manufacturing/ Vehicular/ - Farming/
Home/Building |,qstry Automation Transportation Healthcare — Energy Cities Wearables Agrifood
f"’" > P, \ sercos cal@psa GENELEC [ N (oasisa ) (" - N i
gure Qm s B C o e e 25 CENELED. o Ee
(7}~ Torms| | B e &0 e : i
\@ < y fé—gk g C LigBee
CENELEG m Jiibiistiiean GENELE(: ¢IEEE va Bgtest e Alliance
- LI Consonmim ; AVHY 4 IEEE GENELEC H:(H
ESMIG *eC|@ss c A SGAAY & - , Dpernms
i T X AVHY Cif R 1EC RS
2 4 @ IO0-Link |S) Open Automotive Alliance —
forum e :W oD A a ) waermry kW g L il
. | | WM s v
" 1 Qpernons - Opensos ~Oporn - @ -
€ ) & A € G aom) WG aiom) G i)
/A HYPERCAT ; ® Ooenfog, WIRELESS WORLD
0SGi’ e g ) .
D e W3C OASISH~ = o EEE pows @1 @
Ben * - @ I@T : ‘A\Ha:lce e (O pentononn
= ECI@SS . ZigBee
\ LERE gBluetuoth o FORUM OGC IBO GLvBALPLATFORM @AllianteM oot
© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 34 Source: AIOTI, 2017 LG S E c
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Some things about Standards : ok open source then

Service & App
cpenHAB

s mpowenng the smart home.

S

w/;!.lz\‘\l.
Warp10

ﬂPENll]T @“‘* () dpenremote

ig senS|Nact

HinfluxDB

‘-;-':"OMZM
@Allluyn. moza@
irivit P Linux 1GTDM
ivi
y Ay °C]LUFISD -
B2C (e.q., g Ovc "~ Node-RED

Consumer Market)

(e.9.

12-10-2017

B2B

Industrial Internet Market)

I:_I ThingSpeak

# Particle

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 35 Source: AIOTI, 2017

Connectivity

Some things about Standards : Security (at least some)

Standard / Scheme Body Country / Link Ref.

LOSEC

Industry
Certification de Sécurité de ANSSI France https://www.ssi.gouv.fr/administration/produi
Premier Niveau (CSPN) Generic ts-certifies/cspn/les-procedures-formulaires-
CEmEHEREREES Standard / Scheme Body Country Link
Commercial Product Assurance  NCSC UK https://www.ncsc.gov.uk/schem 1SA/IEC 62433 ISA/IEC Internatio | https://webstore.iec.ch/searc 2.
(CPA) Generic -product-assurance-cpa (Security for Industrial nal hform&q=62443 1
Automation and http://www.isasecure.org/en-
Common Criteria Signatories of the CCRA | International https://www.commoncriteriapol Control Systems) us/
Generic
Signatories of the SOG-IS WWW.50gis.org IACS Cybersec arity JRC Europe https://erncip- 3.2.
project.jrc.ec.europa.eu/netw 2
European Privacy Seal EuroPriSe Europe https://www.european-privacy- eﬁjaﬂw‘;gﬁ( 3.1.4 orks/tgs/european-iacs
Generic en/Home (proposed)
products,
websites
National IT Evaluation Scheme CSA Singapore Singapore https://www.csa.gov.sg/ 3.15
(NITES) General
Software Improvement Group Software Improvement | The Netherlands | https://www.sig.eu/insight/practical-model- 3.1.6
(SIG) Software Quality Model for | Group General rating-software-security
Security
UL Cybersecurity Assurance uL USA http://www.ul.com/cybersecurity/ 3.1.7
Program (UL 2900-1 / 2) Generic
ULD Datenschutz-Giitesiegel Unabhangiges Germany https://www.datenschutzzentrum.de/guetesie 3.18
Landeszentrum fiir (Schleswig- gel/
Datenschutz Schleswig- | Holstein) (German only)
© Leaddrs-i ity —LSEC—34F-be, 2017 I Closed User Grobp Bistribution, Source: £C, September2017 LS EC
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Regulation on its way — ePrivacy (Regulation) 01.17

Proposal for a

Stronger privacy rules for electronic communications
EC proposed a Regulation on Privacy and Electronic Communications to update
current rules to technical developments - adapt them to GDPR that will enter

into application in May 2018.

*  “respect for private life and the protection of personal data in electronic
communications”

* current ePrivacy rules only cover traditional telecoms providers - Privacy is guaranteed
for content of communication as well as metadata

* control of any privacy-sensitive information stored on their devices

* Amending the exemptions to consent for processing traffic and location data

Source: EC, September 2017 L.@ 5 E E

Regulation on its way — Cybersecurity Act (COM(2017) 477) 09.17

Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE
COUNCIL on ENISA, the "EU Cybersecurity Agency", and repealing
Regulation (EU) 526/2013, and on Information and Communication

Technology cybersecurity certification

* Cybersecurity certification of ICT products and services

* |ICT products and services need to directly incorporate security features in
the early stages of their technical design

* purpose to inform and reassure purchasers and users about the security
properties

* Proposal for Cybersecurity Certification Framework (the "Framework"
Source: EC, September 2017 LGS C C
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3IF.BE Trainings & Workshop : Drivers License 14.0 — also in Nederland

DIGITALISATION AND « Why is it important to act early?

| N D UST RY 40 D R |VER L| C E NS E'E « How does digitalisation change the world?
Which development paths are possible with industry
4.0?

« What new possiblities are created for the production
environment, logistic and R&D?

Are you on target for industry 4.0?

= Why are new business models the actual challenge?

= systematic comprehension for the digitalisation

A

concrete approaches for your company

= insights into already implemented industry 4.0
projects

= intensive interchange with other course participants
and the trainer

character of a interactive workshop

=3

@ =
© 3IF.be — LSEC, 2017, Public — Closed User Group Distribution, p 39 L 1 5 E E

More information (=)
> <

Industrial Automation Security

www.lsec.eu — www.3if.be

Industrial Automation Security

9.11.17
Antwerp Engineering Company

* Industrial Automation Security & ICS vs ICT

* Securing Industrie 4.0 & Industrial loT

* Orchestrating ICS & ICT

* Application Security & Access Management for Appliances & Embedded

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 40 LG S E E
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—

b | = Y < N
START benchmarking your
organization’s plants today and F
ACME SAVE time and costs associated \i-‘_———» X
with detailed assessments. [ i
Industrieel Internet

Assessments for Manufacturing SME’s in 2017-2018

° 0
| | - S LesEC
© 3IF.be - LSEC, 2017, Public - Closed User Group Distribution, p 41 [/ be snaes 1w .

More information

www.lsec.eu — www.3if.be

3IF.be

29.05.18
Industrie 4.0 — Industrial Internet in Flanders

International Conference 2018
* Trends & Developments in Industrie 4.0 & lloT \
*  From Use Case to Business Case to Industrial Roll Out and
Operations
* Edges and Cloud, Mastering End to End Security
* Flanders Industrie 4.0 Field Lab experiences from the
trenches.

© Leaders in Security — LSEC — 3IF.be, 2017, Public — Closed User Group Distribution, p 42
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® °
.BF Industrie 4.0, Industrial Internet and Industrial loT in Flanders
be

Are You..?

Manufacturer, Industrial Processor or Technology Provider

Small & Medium Sized y /

Going Smart, Digital and Connected

—
QorC
Ulrich Seldeslachts
ulrich@lsec.eu

... ECS S +32 475 71 3602

ONDERNEMEN CONSORTIUM -

European
Commission
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